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CariturLo IV

LA PROTECCION DE LOS DATOS PERSONALES
Y EL DERECHO DE LA INTEGRACION*

por RoBERTO CIPPITANT**

§ 1. PROTECCION DE LOS DATOS PERSONALES EN EL AMBITO DE
LA CONSTRUCCION EUROPEA. — Entre los temas mas relevantes en
el derecho europeo de las ultimas décadas est4, sin duda, la
proteccién de los datos personales.

No se trata de un tema nacido en la cultura juridica eu-
ropea, como sucede en muchas de las cuestiones juridicas de
la ciencia y de la tecnologia, sino en la literatura estadouni-
dense.

En el famoso trabajo de Samuel Warren y Louis Brandeis,
The right to privacy publicado en la “Harvard Law Review”, en
1890, se construye la nocién de “privacy” como derecho de la
persona o excluir a los demas de la invasion de la esfera perso-
nal. En la practica, la privacidad nace como una extension de

* El presente capitulo se ha realizado en el ambito de la actividad del
Centro de Excelencia Jean Monnet “Regional Integration and Human Rights”
(RI&HR) de la Universidad de Buenos Aires, y también en el ambito de los
proyectos: “Umbria Biobank”, PRJ-1506, Azione 2.3.1, POR-FESR 2014-2020
(Italia), cofinanciado por la Unién Europea y por la Regiéon Umbria; Catedra
Jean Monnet “EU*5thFreedom”, financiado por la Unién Europea en el am-
bito del Programa Erasmus+.

*# Catedratico Jean Monnet de la Universita degli Studi di Perugia, De-
partamento de Medicina y Cirugia. Profesor de Bioderecho y de Derecho de
la Informatica e Informatica Forense.
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la légica de la propiedad (de origen en el derecho romano) del
ambito fisico a lo “espiritual”!.

En la actualidad, las cuestiones juridicas que derivan de
la utilizacién de los datos personales son mas amplias y com-
plejas.

Mientras al final del siglo x1x el problema era limitar las
ocasionales posibles intrusiones en la esfera personal de otros
como los periodistas (ese era el caso estudiado por Warren y
Brandeis), en nuestra época las tecnologias de la comunicacién
digitalizan (convierten en “bit” de informacién) todos los as-
pectos de la vida de las personas y de las relaciones de manera
sistematica y continua, en muchos casos por obra de la misma
persona (a través de las redes sociales o simplemente por el uso
de dispositivos continuamente conectados a internet).

La digitalizacién, en segundo lugar, lleva a una circula-
cién instantanea de las enormes cantidades de datos en todo el
mundo globalizado, de manera muy barata y practicamente sin
limitaciones técnicas.

Dicha circulacién permite representar la época actual como
de una “sociedad del conocimiento”, es decir, una sociedad y una
economia basada en la elaboracién y compartimiento de conoci-
mientos, mas que de la produccién e intercambio de bienes?.

Internet y la comunicacion digital han finalizado la cons-
truccién de la “aldea global”, es decir, espacio comunicativo ba-
sado en los “mass media”, imaginada por Marshall McLuhan?.

! Ver, por ejemplo, de Witte - Ten Have, Ownership of genetic material
and information, “Social Science & Medicine”, vol. 45, n° 1, august 1997, p. 51
a 60. Véase también, Cippitani, Property paradigm and protection of rights
concerning genetic information, en “Rivista Diritto e Processo. Derecho y
Proceso. Right and Remedies”, 2016, p. 261 a 288.

2 Ver los ensayos de Sosa Morato, “Un humanista ante el umbral de
la sociedad del conocimiento. Un esfuerzo por comprenderla”; Colcelli, “El
‘conocimiento’ en la tradicién del derecho privado europeo”, en Cippitani,
El derecho en la sociedad del conocimiento europeo; Alvarez Ledesma, “Sucin-
tas reflexiones en torno al derecho de la sociedad del conocimiento”, todos
en Cippitani (coord.), El derecho en la sociedad del conocimiento; Cippitani,
El derecho privado de la Union Europea desde la perspectiva de la sociedad del
conocimiento. Sobre la teoria general de los derechos humanos en la socie-
dad del conocimiento, vid también, Alvarez Ledesma, Introduccion al derecho.

3 Ver McLuhan, The Gutenberg galaxy: the making of typographic man;
Understanding media, y La guerra y la paz en la aldea global.
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Las cuestiones juridicas que ponen los datos personales
ya no se pueden limitar al derecho de la persona a ser deja-
da en paz (“let be alone”), sino que se refieren a otros proble-
mas como los mencionados a continuacién: la relacién entre el
derecho a la privacidad y el derecho de la persona a expresar
su opinién y a ser informada; la relacion entre la proteccion de
datos personales y otros intereses relevantes para el ordena-
miento juridico; la circulacién incluso transfronteriza de los datos
personales.

Ademas, en el derecho europeo, las cuestiones juridicas so-
bre la circulacién de los datos personales se han convertido en
un problema continental, donde por lo menos desde los afios
80 del siglo pasado, se ha ido desarrollando una disciplina
juridica y reflexiones institucionales sobre el tema de la pro-
teccién de datos personales, elaborando una disciplina que se
considera la mas avanzada e influyente incluso a nivel interna-
cional*.

Esa disciplina ha estado conformada por el Consejo de Eu-
ropa, es decir, por el sistema intergubernamental de proteccién
de los derechos humanos, en particular a través del Convenio
108 del Consejo de Europa sobre la protecciéon de las personas
con respecto al tratamiento automatizado de datos de caracter
personal de 1981.

Sobre todo, una normativa acerca del tema de la protec-
cién de datos personales ha sido elaborada por la Unién Eu-
ropa’, que ha adoptado ya desde los anos 90 la directiva 95/46/
CE de 24 de octubre de 1995, y que hoy dia regla la materia en
particular con el Reglamento 2016/679¢, llamado “Reglamento
general de protecciéon de datos personales” (en adelante tam-
bién “GDPR”, segtin el acréonimo de su definicién en inglés), en-
trado en vigor el 25 de mayo del 2018.

4 Bygrave, Data privacy law: an international perspective, p. 63.

5 Sobre la evolucién de la normativa europea en tema de proteccién de
datos personales, Bu-Pasha, Cross-border issues under EU data protection law
with regards to personal data protection, “Information & Communications
Technology Law”, 26:3, 2017, p. 213 a 228.

6 Reglamento (UE) 2016/679 del Parlamento Europeo v del Consejo, de
27 de abril de 2016, relativo a la proteccién de las personas fisicas en lo que
respecta al tratamiento de datos personales y a la libre circulacién de estos
datos y por el que se deroga la directiva 95/46/CE (Reglamento general de
proteccion de datos).
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La normativa de la UE incluye también reglamentaciones
en ambitos particulares, como el tratamiento de datos persona-
les por parte de las Instituciones (Reglamento UE 2018/1725 del
Parlamento Europeo y del Consejo de 23 de octubre de 2018 re-
lativo a la proteccién de las personas fisicas en lo que respecta
al tratamiento de datos personales por las instituciones, 6rga-
nos y organismos de la Unién, y a la libre circulaciéon de esos
datos); la proteccién de los datos en las comunicaciones electro-
nicas (vid la directiva 2002/58/CE del Parlamento Europeo y del
Consejo, de 12 de julio de 2002, relativa al tratamiento de los
datos personales y a la proteccién de la intimidad en el sector
de las comunicaciones electrénicas); el tratamiento de los datos
en materia penal (directiva 2016/680/UE del Parlamento Euro-
peo vy del Consejo’ y la directiva 2016/681/UE al tratamiento de
los datos relativos a la informacién de cada pasajero en el trans-
porte aéreo, a través del registro de nombres de los pasajeros
—Passenger Name Record, PNR-).

La disciplina juridica de la UE considera los datos perso-
nales desde el punto de vista de la construcciéon del espacio
juridico-econémico que esta sobre la base de la integracién
europea.

De hecho “el buen funcionamiento del mercado interior
exige que la libre circulaciéon de los datos personales en la
Unién no sea restringida ni prohibida por motivos relacionados

7 Directiva (UE) 2016/680 del Parlamento Europeo y del Consejo, de
27 de abril de 2016, relativa a la proteccién de las personas fisicas en lo que
respecta al tratamiento de datos personales por parte de las autoridades
competentes para fines de prevencién, investigacién, detecciéon o enjuicia-
miento de infracciones penales o de ejecucién de sanciones penales, y a la
libre circulacién de dichos datos y por la que se deroga la decisién marco
2008/977/JAI del Consejo. Por un comentario sobre la directiva, Sajfert - Ju-
raj, Data protection directive (EU) 2016/680 for police and criminal justice au-
thorities, en “Cole/Boehm GDPR Commentary”, 2019, en https:/ssrn.com/
abstract=3285873; Di Francesco Maesa, Balance between security and fun-
damental rights protection: an analysis of the directive 2016/680 for data pro-
tection in the police and justice sectors and the Directive 2016/681 on the use
of passenger name record (PNR), “Eurojust.it”; Van der Sloot, Legal consis-
tency after the General Data Protection Regulation and the Police Directive,
“Buropean Journal of Law and Technology”, vol. 9, n° 3, 2018, p. 1 ss.; Saj-
fert - Quintel, Data protection directive (EU) 2016/680 for police and criminal
justice authorities, en “Cole, Boehm, GDPR Commentary”, 2019, en https://
ssrn.com/abstract=3285873.
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con la proteccién de las personas fisicas en lo que respecta al
tratamiento de datos personales” (consid. 13, GDPR ).

§ 2. DERECHOS Y OBLIGACIONES QUE DERIVAN DE LA DISCI-
PLINA EN MATERIA DE DATOS PERSONALES. — Como se ha visto en
el § 1, la normativa sobre los datos personales tiene como
objetivo garantizar el funcionamiento del mercado interno
de la Unién Europea. Pero eso, como sucede en muchos
ambitos del derecho supranacional europeo, no significa que
el aspecto econémico de la integracién europea sea lo tnico
relevante?.

De hecho, como subraya el primer considerando del GDPR,
la proteccién de las personas fisicas en relaciéon con el trata-
miento de datos personales es un derecho fundamental®, como
el previsto por el art. 8°, apdo. 1, de la Carta de los Derechos
Fundamentales de la Unién Europea (la “Carta”) y el art. 16,
apdo. 1, del Tratado de Funcionamiento de la Unién Europea
(“TFUE”)'".

Por tanto, toda la normativa esta enfocada en la necesidad de
garantizar ese derecho fundamental, a través de la previsiéon
de muchas obligaciones a cargo del responsable del tratamien-
to, es decir el sujeto que determina los fines y medios del tra-
tamiento de los datos personales (art. 4°, n° 7, GDPR). Por
tratamiento el derecho de la Unién considera cualquier tipo
de operacion sobre los datos personales como “la recoleccién,
registro, organizacién, estructuracién, conservacién, adapta-

8 Por ejemplo, en el derecho de la Unién Europea la libre circulacién
de los datos personales sirve para alcanzar otros objetivos como la realiza-
cién del “espacio europeo de investigacion” (consid. 159, GDPR) previsto por
el art. 179, apdo. 1, TFUE, donde los investigadores, pero también las infor-
maciones y el conocimiento, puedan circular libremente.

® Wagner, The transfer of personal data to third countries under the
GDPR: when does a recipient country provide an adequate level of protec-
tion?, “International Data Privacy Law”, vol. 8, Issue 4, november 2018,
p. 318 a 337.

10 Sobre la proteccién de datos personales como derecho fundamen-
tal, Irion, A Special Regard: The Court of Justice and the fundamental rights
to privacy and data protection, en Gesellschaftliche Bewegungen-Recht unter
Beobachtung und in Aktion: Festschrift fiir Wolfhard Kohte, “Baden-Baden:
Nomos”, p. 873 A 890.
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cién o modificacién, extraccién, consulta, utilizacién, comu-
nicacién por transmisién, difusién o cualquier otra forma de
habilitacién de acceso, cotejo o interconexién, limitacién, su-
presién o destruccion” (art. 4°, n° 2, GDPR).

El responsable, sobre la base del principio de “responsa-
bilidad proactiva” (“accountability”; art. 5°, apdo. 2, GDPR)
debe aplicar “medidas técnicas y organizativas apropiadas
a fin de garantizar y poder demostrar que el tratamiento es
conforme con el presente Reglamento. Dichas medidas se re-
visaran y actualizaran cuando sea necesario” (art. 24, apdo. 1,
GDPR).

El art. 25 del GDPR precisa que la responsabilidad activa
necesita de una “proteccién de datos desde el disenio” (“privacy
by design”), es decir, la elaboracién de las medidas técnicas y
organizativas apropiadas, asi como garantizar que, por defec-
to (“privacy by default”) “solo sean objeto de tratamiento los
datos personales que sean necesarios para cada uno de los fi-
nes especificos del tratamiento. Esta obligacién se aplicard
a la cantidad de datos personales recogidos, a la extensién de
su tratamiento, a su plazo de conservacién y a su accesibili-
dad. Tales medidas garantizaran en particular que, por de-
fecto, los datos personales no sean accesibles, sin la interven-
cién de la persona, a un namero indeterminado de personas
fisicas”.

El GDPR prevé el cumplimiento, por parte del responsable
o del “encargado al tratamiento”!, de deberes organizativos y
administrativos, como la designaciéon de un delegado al tra-
tamiento de datos personales (el “Data Protection Officer”, en
caso de autoridades o entes puiblicos y otros sujetos previstos
por el art. 37 GDPR); tener un registro de las actividades de
tratamiento (en los caso previstos en el art. 30, GDPR); elabo-
rar un documento atinente a la evaluacién de impacto relati-
va a la proteccién de datos, cuando “sea probable que un tipo
de tratamiento, en particular si utiliza nuevas tecnologias, por
su naturaleza, alcance, contexto o fines, entrafie un alto riesgo
para los derechos y libertades de las personas fisicas” (art. 35,

1 Ver el art® 4, n° 8, GDPR, segun el cual “la persona fisica o juridica,
autoridad publica, servicio u otro organismo que trate datos personales por
cuenta del responsable del tratamiento”.
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apdo. 1, GDPR); adoptar medidas para garantizar la seguridad
de los datos (art. 32 y ss., GDPR).

El sujeto que trata datos personales debe cumplir con los
principios generales previstos por el art. 5° del Reglamento:
a) “licitud, lealtad y transparencia”; b) “limitacién de la fina-
lidad”, es decir, recogidos con legitimos fines determinados; ¢)
sobre la base del principio de minimizacién, en cuanto sean
colectados y tratados de manera adecuada y limitada a lo ne-
cesario en relacién con los fines; d) de manera exacta y actua-
lizada; e) conservados por el plazo necesario a los fines, y f) de
manera confidencial y segura.

Sobre todo, el responsable debe respetar los derechos de
la persona de la cual se tratan los datos (la persona “intere-
sada”

Los datos personales deben ser colectados y tratados en
el respeto de la disciplina del GDPR, especialmente por lo
que refiere al consentimiento informado de las personas in-
teresadas.

En particular, el responsable del tratamiento (o su encar-
gado) debe informar a la persona (art. 13, parrs. 1 y 2) sobre la
identidad y los datos de contacto del responsable y, en su caso,
de su representante; los fines del tratamiento a que se destinan
los datos personales y la base juridica del tratamiento; los des-
tinatarios o las categorias de destinatarios de los datos perso-
nales; el plazo durante el cual se conservaran los datos per-
sonales o, cuando no sea posible, los criterios utilizados para
determinar este plazo; la eventual intencién de transferir datos
personales a un tercer pais u organizacion internacional.

Ademas, se debe informar de la existencia de otros dere-
chos reconocidos al interesado, que son, principalmente: el de-
recho de ser informado; el derecho al acceso a las informacio-
nes almacenada (art. 15); el derecho a obtener la rectificaciéon
de los datos inexactos (art. 16); el derecho a la supresién (“el
derecho al olvido”) (art. 17); el derecho a la limitacién del tra-
tamiento (art. 18) y el derecho a la portabilidad de los datos de
un responsable del tratamiento a otro (art. 20); el derecho a la
oposicién a un tratamiento de datos (art. 21).

Todo este sistema estd gobernado por érganos a nivel na-
cional y supranacional.
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De hecho, en cada pais de la Unién Europea se deben esta-
blecer una o varias autoridades publicas independientes (“au-
toridad de control”) que tienen que supervisar la aplicacién del
Reglamento “con el fin de proteger los derechos y las libertades
fundamentales de las personas fisicas en lo que respecta al tra-
tamiento y de facilitar la libre circulacién de datos personales
en la Unién” (art. 51, GDPR).

Por los datos tratados por las instituciones y organismos
de la Unién Europea se ha previsto un “European Data Protec-
tion Supervisor”.

Las autoridades de control tienen importantes funciones
(art. 57) y poderes (art. 58). Entre las primeras, controlar la
aplicacion del GDPR y hacerlo aplicar; promover la sensibi-
lizacién del publico y su comprension de los riesgos, normas,
garantias y derechos en relacién con el tratamiento; asesorar
al Parlamento nacional, al Gobierno y a otras instituciones y
organismos sobre las medidas legislativas y administrativas
relativas a la proteccién de los derechos y libertades de las
personas fisicas con respecto al tratamiento; previa solici-
tud, facilitar informacién a cualquier interesado en relacién
con el ejercicio de sus derechos en virtud del presente Regla-
mento y, en su caso, cooperar a tal fin con las autoridades
de control de otros Estados miembro; tratar las reclamacio-
nes presentadas por un interesado e investigar, en la medida
oportuna, el motivo de la reclamacién; llevar a cabo inves-
tigaciones sobre la aplicacion del Reglamento; adoptar clau-
sulas contractuales tipo; alentar la elaboracion de cédigos de
conducta. Entre los poderes de las autoridades de control, hay
que destacar el de establecer sanciones en caso de violacién de
la normativa.

Todas las autoridades de control tienen que colaborar en-
tre ellas (art. 60 y ss.) y forman parte de un “mecanismo de co-
herencia” que tiene como 6érgano principal el “Comité Europeo
de Proteccién de Datos”, que es un organismo independiente
que “debe contribuir a la aplicacién coherente del GDPR en
toda la Unién, entre otras cosas asesorando a la Comisién,
en particular sobre el nivel de proteccién en terceros paises u
organizaciones internacionales, y fomentando la cooperacién
de las autoridades de control en toda la Unién” (consid. 139,
GDPR).
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§ 3. INTERESES PUBLICOS Y LIMITACIONES A LOS DERECHOS SO-
BRE LOS DATOS PERSONALES. — Tanto ellos, como otros derechos
fundamentales, incluso los derechos de la persona interesada,
especialmente el derecho a dar el consentimiento al tratamien-
to (art. 6° parr. la, GDPR), pueden ser limitados.

El derecho de la Unién o el derecho nacional pueden im-
poner restricciones a los derechos del interesado en los casos
previstos, en primer lugar, en el consid. 73, es decir, en caso
de acciones necesarias como respuesta a catastrofes naturales
o de origen humano; llevar a cabo registros ptblicos por ra-
zones de interés publico general; el tratamiento ulterior de da-
tos personales archivados para ofrecer informacién especifica
relacionada con el comportamiento politico durante los regi-
menes de antiguos Estados totalitarios; la proteccién del in-
teresado o de los derechos y libertades de otros; la proteccion
social; las violaciones de normas deontolégicas en las profesio-
nes reguladas; la salud publica y los fines humanitarios.

Sin embargo, dicho listado no esta cerrado debido a que se
hace referencia también a “otros objetivos importantes de in-
terés publico general de la Unién o de un Estado miembro, en
particular un importante interés econémico o financiero de la
Unién o de un Estado miembro”.

Ademas, en otras partes del GDPR se consideran otras ma-
terias en que se puede derogar a los derechos de las personas
interesadas. Este es el caso del tratamiento de los datos per-
sonales para “fines de investigacién cientifica o histérica o fi-
nes estadisticos” (consid. 156 y art. 89, GDPR)".

Las derogaciones se consideran necesarias porque la apli-
cacién de la disciplina general podria afectar la implementa-
cién de un interés relevante de la comunidad.

Sin embargo, dichas limitaciones se pueden admitir solo si
son establecidas por ley de la Unién o nacional (art. 8, parr. 2,
Carta de los Derechos Fundamentales de la Unién Europea) y

12 Por lo que se refiere a las reglas especificas que se aplican en caso
de investigacion cientifica, Cippitani, Finalita di ricerca scientifica ed eccezioni
alla disciplina della protezione dei dati personali, “Ciberspazio e diritto”, vol.
20, n° 62, n° 1-2, 2019, p. 161 a 176; Cippitani, “Genetic research and excep-
tions to the protection of personal data”, en Arnold - Cippitani - Colcelli (eds.)
Genetic information and individual rights, p. 54 a 79.
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solo respetan algunos principios: la medida debe ser necesaria
y proporcionada en una sociedad democratica para salvaguar-
dar los intereses colectivos (art. 52, Carta UE).

Ademas, las restricciones a los derechos de la persona in-
teresada deben ser coherentes al sistema de proteccién de los
derechos fundamentales y, especialmente, “deben ajustarse a lo
dispuesto en la Carta y en el Convenio Europeo para la Protec-
cién de los Derechos Humanos y de las Libertades Fundamen-
tales” (consid. 73, GDPR).

§ 4. EL CcASO DEL TRATAMIENTO DE LOS DATOS PERSONALES EN
EL AMBITO DEL DERECHO PENAL. — El derecho de la Unién Europea
establece una disciplina particular en el tratamiento de datos
en materia penal'?, que obviamente es uno de los 4mbitos don-
de los intereses publicos pueden estar en contraste con los indi-
viduales.

De hecho, como se ha visto, el art. 8°, apdo. 1, de la Carta
de los Derechos Fundamentales de la Unién Europea prescri-
be que toda persona tiene derecho a la proteccién de sus datos
personales, y la declaracién 21, anexa al acta final de la Con-
ferencia Intergubernamental que adopté el Tratado de Lisboa
(que ha otorgado a la Carta el nivel de tratado constitucional),
reconoce que la naturaleza especifica del ambito de la seguri-
dad merece un tratamiento legislativo especial.

En efecto, el Reglamento 2016/679 no se aplica al “trata-
miento de datos de caracter personal por parte de las autori-
dades competentes a efectos de la prevencion, investigacion,
deteccién o enjuiciamiento de infracciones penales o de la eje-
cucién de sanciones penales, incluida la proteccién frente a las
amenazas contra la seguridad publica y la libre circulaciéon de
estos datos y su prevencion, es objeto de un acto juridico espe-
cifico a nivel de la Unién” (vid especialmente consid. 19). El
mismo GDPR, entre los casos de posibles restricciones a los
derechos individuales en materia de proteccién de datos per-
sonales, pone incluso “la prevencién, investigaciéon y el enjui-
ciamiento de infracciones penales o la ejecucién de sanciones

13 Cippitani, La transferencia de datos personales en materia penal de la
Unidn europea a México, “Criminogénesis”, 2021, en prensa.
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penales, incluida la proteccién frente a las amenazas contra la
seguridad publica”.

De hecho, como se ha mencionado en el parr. 1, en mate-
ria penal la Unién ha adoptado una disciplina especial en ma-
teria penal, en particular la través de la directiva 2016/680/UE.

La directiva 2016/680 tiene un contenido similar al del
GDPR, pero con normas especificas en caso de los tratamientos
realizados por las autoridades competentes con fines de pre-
vencion, investigacién, deteccién y enjuiciamiento de delitos,
ejecucion de sanciones penales, salvaguardia y prevencioén de
amenazas a la seguridad publica (art. 1°). Sin embargo, la
directiva no parece reglar el tratamiento de datos en materia
de proceso penal ni el tema de la seguridad nacional que
estd en la competencia de los paises miembro (art. 2° péarr.
3, y consid. 14, directiva). Lo que puede entrar en conflic-
to con el ambito de aplicacién del art. 1°, cuando se refiere
a la “salvaguardia y prevencién de amenazas a la seguridad
publica”.

El uso en esta materia de una directiva (que debe ser in-
corporada en el derecho nacional) en lugar de un Reglamen-
to (que tiene un efecto directo y obligatorio en todos sus
elementos) deja a los paises miembro una mayor discreciona-
lidad?®, aunque las directivas normalmente (como sucede in-
cluso en el caso del cual se esta tratando) son muy detalladas
y por lo tanto el margen de apreciacién nacional parece muy
limitado.

En la directiva 2016/680/UE se reafirman los principios de
tratamiento de los datos, los mismos que se pueden encontrar
en el art. 5° del GDPR antes mencionado (arts. 4° y 9°, directi-
va), es decir: legitimidad, finalidad, minimizacién, seguridad,
proporcionalidad. Ademas, se repite que los datos personales,
incluso en materia penal, deben ser conservados por un plazo
apropiado (art. 5°).

4 Dj Francesco Maesa, Balance between security and fundamental rights
protection: an analysis of the directive 2016/680 for data protection in the police
and justice sectors and the directive 2016/681 on the use of passenger name re-
cord (PNR), “Eurojust.it.

15 Qajfert - Quintel, Data protection directive (EU) 2016/680 for police and
criminal justice authorities, en “Cole, Boehm, GDPR Commentary”, 2019, en
https://ssrn.com/abstract=3285873.
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La directiva, al igual que el Reglamento 2016/679, reconoce
derechos a los interesados, como el derecho a la informacién
sobre el tratamiento (art. 13), el derecho de acceso (art. 14), de
rectificacién y supresioén (art. 16).

Las principales diferencias entre el GDPR y la directiva se
refieren al derecho al consentimiento y los de informacién y de
acceso a los datos personales. Si tales derechos previstos en
el Reglamento de proteccién de datos se ejercieran en la mayor
medida posible en el d&mbito del derecho penal, ello haria im-
posible la investigaciéon penal. Por ello, en el texto de la direc-
tiva debe tenerse en cuenta las necesidades especiales en mate-
ria de seguridad®e.

Sin embargo, la limitacién de los derechos se debe realizar
sobre la base de los principios antes mencionados (art. 13, parr.
3, directiva) y previstos en términos generales en el art. 52 de
la Carta UE.

La directiva incluye también reglas caracteristicas que no
se encuentran en el GDPR. Este es el caso de la necesidad de
distinguir entre las categorias de personas de las cuales se co-
leccionan los datos, con base en la relacién con la accién pe-
nal de la administracién, es decir entre (art. 7°): a) personas
respecto de las cuales existan motivos fundados para presu-
mir que han cometido o van a cometer una infraccién penal;
b) personas condenadas por una infracciéon penal; ¢) victimas
de una infraccién penal o personas respecto de las cuales de-
terminados hechos den lugar a pensar que puedan ser victimas
de una infraccién penal, y d) terceras partes involucradas en
una infraccién penal como, por ejemplo, personas que puedan
ser citadas a testificar en investigaciones relacionadas con in-
fracciones penales o procesos penales ulteriores, o personas
que puedan facilitar informacién sobre infracciones penales, o
personas de contacto o asociados de una de las personas men-
cionadas en consid. a y b.

Por otra parte, la directiva 680/2016/UE tiene que ser co-
herente con el sistema europeo de protecciéon de los derechos

16 Dj Francesco Maesa, Balance between security and fundamental rights
protection: an analysis of the directive 2016/680 for data protection in the police
and justice sectors and the directive 2016/681 on the use of passenger name re-
cord (PNR), “Eurojust.it”.
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humanos, por lo que se refiere a los derechos de las personas
en el tratamiento de los datos personales en materia penal.

En particular, se puede citar la sentencia del Tribunal Eu-
ropeo de Derechos Humanos (TEDH) del 4 de diciembre de
2008 en el asunto “Marper”.

La sentencia se refiere a dos ciudadanos del Reino Unido,
S. y Marper, de los cuales se habia colectado el perfil genéti-
co en cuanto acusados respectivamente de tentativa de robo y
acoso. No obstante, la sucesiva absolucién de los dos ciuda-
danos y sus repetidas solicitudes, la administracién no habia
cancelado los perfiles genéticos de la base de datos'.

Como consecuencia del recurso, el TEDH ha condenado
al Estado porque el almacenamiento ilimitado de datos, in-
cluso de ciudadanos inocentes, iba en detrimento del derecho
a la intimidad, interfiriendo con la intimidad. En particular,
el Tribunal basa su decisién en el concepto establecido en el
art. 8° de la Carta de los Derechos Fundamentales de la Unién
Europea y en el convenio 108 del Consejo de Europa; la reten-
cién podria considerarse admisible si se ajusta a determinados
criterios, ya que debe estar prevista por la ley, que debe espe-
cificar la finalidad perseguida, y también debe basarse en el
principio de proporcionalidad entre los medios adoptados y la
finalidad perseguida.

En respuesta al debate publico y parlamentario y al juicio,
en Inglaterra y Gales, en 2013, ha entrado en vigor el Protection
of Freedom Act de 2012, que conduce a una adaptacién de la le-
gislacién sobre retencién de datos y a la eliminacién de la base
de datos de mas de 1,7 millones de perfiles tomados de perso-
nas inocentes y a la destruccién de 7.753.000 muestras de ADN
(Wallace et al., 2014).

Sin embargo, con el tiempo, el interés del Consejo de Eu-
ropa por la relacién entre las investigaciones judiciales y el tra-
tamiento de datos personales se ha puesto de manifiesto muy
a menudo mediante la publicacién de varias recomendaciones,
como la R(87)15 sobre la regulacién del uso de datos personales
en el ambito de la seguridad publica, en la que se recomienda
a los gobiernos de los Estados miembro que se inspiren en la

17 Ver Section 64 del Police and criminal evidence act.
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legislacion y las practicas nacionales en virtud de los principios
establecidos (control, recoleccién de datos, registro de datos,
uso de datos por parte de la policia, etc.) y la R(92)1 sobre la
utilizacién de los analisis de ADN en el sistema de justicia
penal.

§ 5. TRANSFERENCIA DE LOS DATOS PERSONALES HACIA “PAl-
SES TERCEROS”. — En Europa, desde el convenio 108 de 1981, las
fuentes han regulado los flujos transnacionales de datos a nivel
continental.

Sin embargo, el Convenio no cubre la circulacién de datos
personales fuera de Europa, aunque contenga unas referen-
cias a la transmisién de datos a Estados que no habian firma-
do el Convenio'®, asi como en el protocolo adicional del 2001
(“Additional Protocol to the Convention for the Protection of
Individuals with regard to Automatic Processing of Personal
Data, regarding supervisory authorities and transborder data
flows”)".

18 Ver el art. 12, que se limita a establecer que “una Parte no podr4, con
el fin de proteger la vida privada, prohibir o someter a una autorizacién espe-
cial los flujos transfronterizos de datos de caracter personal con destino al
territorio de otra Parte” (parr. 2) y que, sin embargo, “cualquier Parte ten-
dra la facultad de establecer una excepcién a las disposiciones del parr. 2:
[...] b) cuando la transmisién se lleve a cabo a partir de su territorio hacia el
territorio de un Estado no contratante por intermedio del territorio de otra
Parte, con el fin de evitar que dichas transmisiones tengan como resultado
burlar la legislacién de la Parte a que se refiere el comienzo del presente
parrafo”.

19 vid el art. 2° (Transborder flows of personal data to a recipient which
is not subject to the jurisdiction of a Party to the Convention) que dice: 1.
Each Party shall provide for the transfer of personal data to a recipient that
is subject to the jurisdiction of a State or organisation that is not Party to
the Convention only if that State or organisation ensures an adequate level of
protection for the intended data transfer.

2. By way of derogation from paragraph 1 of article 2 of this Protocol,
each Party may allow for the transfer of personal data : a) if domestic law
provides for it because of:

—specific interests of the data subject, or

—legitimate prevailing interests, especially important public interests, or

b) if safeguards, which can in particular result from contractual claus-
es, are provided by the controller responsible for the transfer and are found
adequate by the competent authorities according to domestic law”.



LA PROTECCION DE LOS DATOS PERSONALES 189

Ese tema fue tenido en cuenta por la directiva 95/46/CE y
ha sido ulteriormente desarrollado por el GDPR?.

En el predmbulo del Reglamento se afirma que, tras los ra-
pidos cambios tecnolégicos y socioeconémicos que se han pro-
ducido en la sociedad en los dltimos 20 afios, deberia facilitar-
se “la libre circulaciéon de datos personales dentro de la Unién
y la transferencia a terceros paises y organizaciones internacio-
nales” (consid. 6, PreAmbulo del Reglamento). También esta-
blece que “los flujos transfronterizos de datos personales a, y
desde, paises no pertenecientes a la Unién y organizaciones in-
ternacionales son necesarios para la expansiéon del comercio y
la cooperacién internacionales” (consid. 101).

Por otra parte, expresa: “El aumento de estos flujos plan-
tea nuevos retos e inquietudes en lo que respecta a la protec-
cién de los datos de caracter personal. No obstante, si los
datos personales se transfieren de la Unién a responsables,
encargados u otros destinatarios en terceros paises o a orga-
nizaciones internacionales, esto no debe menoscabar el nivel
de proteccién de las personas fisicas garantizado en la Unién”
(consid. 101).

El GDPR, asi como la directiva anterior, distingue a los
terceros paises (y ahora también a las organizaciones inter-
nacionales) con respecto al grado de proteccién de los datos
personales. La Comisién Europea se ha comprometido a
negociar los acuerdos necesarios con terceros paises u orga-
nizaciones internacionales para garantizar la aplicacién de
las normas europeas también fuera de la UE cuando se lle-
ve a cabo el tratamiento de datos personales de ciudadanos
europeos.

El GDPR establece que la transferencia de datos persona-
les a un pais que no forma parte de la Unién Europea (y No-
ruega, Liechtenstein e Islandia, que forman parte del “Espacio
econémico europeo” junto con la Unién) estd permitida, cuan-
do la Comisién Europea haya adoptado una “decisién de ade-
cuacién” con referencia a dicho pais (consids. 103 a 107, 169 y
art. 45).

20 Cippitani, El intercambio de datos personales entre la Unién Europea
y América Latina, “Integracion Regional & Derechos Humanos. Revista Re-
gional Integration & Human Rights”, ano 8, n° 1, 2020, p. 8 a 37.
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Hasta la fecha, solo han adoptado decisiones concernientes
algunos paises: Andorra, Canada (organizaciones comerciales),
las Islas Feroe, Guernsey, Israel, la Isla de Man, Japon, Jersey,
Nueva Zelanda, Suiza. Ademads, la Comisién ha aprobado de-
cisiones de adecuacién para dos paises latinoamericanos, que
forman parte del Mercosur: Argentina y Uruguay?'.

Sobre la base de las decisiones, los datos personales se
pueden transferir desde la Unién a dichos paises terceros sin
limitacién alguna, tal como se transfieren dentro de la UE.

Para informar sobre la evolucién de la situacion en el pais
tercero o en la organizacién internacional, es responsabilidad
de la Comision revisar al menos cada cuatro afios la decisién
(art. 45, parr. 3, GDPR).

Sin embargo, la Comisién puede reconocer la insuficien-
cia del nivel de proteccién de los datos y prohibir la transfe-
rencia de datos personales en consulta con los organismos
pertinentes correspondientes (consid. 106, GDPR).

Para que se adopte la decisién de adecuacion, la Comisién
debe establecer si el pais o la organizacién internacional de que
se trate “garantizan un nivel de proteccién adecuado” de los da-
tos personales.

Aunque dicha expresién no parece suficientemente defini-
da??, el texto del reglamento proporciona algunos importantes
criterios juridicos para la definiciéon del concepto de “nivel de
proteccion adecuado”.

El primer criterio se refiere a la existencia de un sistema
de proteccién de los derechos humanos, es decir, segiin el con-
sid. 104 del Reglamento, el pais considerado respeta el acceso
a la justicia y las normas y criterios internacionales en materia
de derechos humanos, en particular en su derecho general y

21 Ver las decisiones concernientes a Argentina (decisién de la Comisién
de 30 de junio de 2003, con arreglo a la directiva 95/46/CE del Parlamento
Europeo y del Consejo sobre la adecuaciéon de la proteccién de los datos per-
sonales en Argentina) y Uruguay (decision de la Comision de 21 de agosto de
2012 de conformidad con la directiva 95/46/CE del Parlamento Europeo y del
Consejo, relativa a la proteccion adecuada de los datos personales por la Re-
publica Oriental del Uruguay, en lo que respecta al tratamiento automatizado
de datos personales).

22 Van den Bulck, Transfers of personal data to third countries, “Era Fo-
rum”, n° 18, 2017, p. 230.
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sectorial, incluida la legislacién relativa a la seguridad publica,
la defensa y la seguridad nacional, asi como el orden publico y
el derecho penal.

Por lo tanto, la transferencia de datos personales a paises
terceros implica garantizar el respeto del Estado de derecho y
de los derechos humanos reconocidos por la legislacién de la
Unién Europea?.

El concepto de Estado de derecho es el resultado del prin-
cipio de legalidad de la seguridad juridica, de la prohibicién de
la arbitrariedad del ejecutivo, de la revisién juridica indepen-
diente y efectiva y de la igualdad ante la ley?*. Por consiguien-
te, el enfoque de los paises terceros en materia de respeto de
los derechos humanos debe estar en consonancia con las tradi-
ciones constitucionales comunes de los Estados miembro de la
Unién Europea, es decir, el art. 6° del Tratado UE, la Carta de
los Derechos Fundamentales, el Convenio Europeo para la Pro-
teccion de los Derechos Humanos y las Libertades y Derechos
Fundamentales.

El criterio del respeto de los derechos humanos tiene que
considerar el contexto transnacional en que desarrolla el siste-
ma de proteccién. Sobre la base del consid. 105 del GDPR, la
Comisién debe considerar los compromisos internacionales ad-
quiridos por el tercer pais (u organizacioén internacional), y las
obligaciones resultantes de la participacién en sistemas multi-
laterales o regionales, en particular en relacién con la protec-
cién de los datos personales, y el cumplimiento de esas obliga-
ciones (como, en Europa, la adhesién al Convenio del Consejo
de Europa, de 28 de enero de 1981).

Con relacién al respeto formal de los derechos fundamen-
tales, entre los cuales se encuentra el derecho a la proteccion
de los datos personales, el Reglamento establece que la Comi-
sién tiene que verificar que se pongan en marcha “actividades
concretas de tratamiento” y que “haya un control verdadera-
mente independiente de la proteccion de datos”, asi como reco-

23 Wagner, The transfer of personal data to third countries under the
GDPR: when does a recipient country provide an adequate level of protection?

24 Sepulveda Iguiniz, “Estado de derechos”, en Alvarez Ledesma - Cippi-
tani (coords.), Diccionario analitico de derechos humanos e integracion juridi-
ca, p. 239 siguientes.
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nocer a los interesados derechos efectivos y exigibles y acciones
administrativas y judiciales efectivas (consid. 105, GDPR).

Un aspecto interesante de la decisiéon de adecuacion es que
puede tener en cuenta un pais, pero también, en el ambito de
dicho pais, un territorio o sector especifico. Por lo tanto, la
decisién puede referirse solo a una region (Estado, provin-
cia, etc.) de un pais o considerar una materia especifica en
que se trate de protecciéon de datos personales, como, por
ejemplo, el tratamiento en sector biomédico.

§ 6. MEDIDAS DE TRANSFERENCIA A PAISES TERCEROS EN CASO DE
AUSENCIA DE LA DECISION DE LA ComIsioN. — En caso de ausencia de
la decisién de la Comisién, “el responsable o el encargado del
tratamiento solo podra transmitir datos personales a un tercer
pais u organizacién internacional si hubiera ofrecido garantias
adecuadas y a condicién de que los interesados cuenten con de-
rechos exigibles y acciones legales efectivas” (art. 46, GDPR).

La legitimacién de la transferencia de datos personales
fuera de la UE podria provenir sobre la base de acuerdos entre
administraciones publicas, o entre particulares, como empre-
sas, asociaciones y otros sujetos.

El art. 46 del GDPR distingue entre los instrumentos con-
tractuales que no requieren ninguna autorizacién especifica de
una autoridad supervisora y los que estdn sujetos a la autori-
zacion de la autoridad supervisora competente. Los primeros
incluyen instrumentos contractuales, tales como:

a) Instrumentos juridicamente vinculantes y exigibles en-
tre autoridades u organismos publicos.

b) Normas corporativas vinculantes.

¢) Clausulas contractuales tipo de proteccién de datos, que
podrian ser adoptadas por la Comisién o por una autoridad
nacional de control y aprobadas por la Comisién?>.

d) Cédigos de conducta.
e) Mecanismo de certificacion.

En cuanto a las cldusulas contractuales sujetas a autori-
zacion, se incluyen las siguientes: a) clausulas contractuales

25 Van den Bulck, Transfers of personal data to third countries, “Era Fo-
rum”, n° 18, 2017, p. 240.
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entre el responsable del tratamiento o el encargado del trata-
miento y el responsable del tratamiento, el encargado del tra-
tamiento o el destinatario de los datos personales en el pais
tercero o la organizacién internacional, o b) disposiciones que
se insertaran en los acuerdos administrativos entre las auto-
ridades de los organismos que incluyan derechos exigibles y
efectivos de los interesados.

Por lo que se refiere al punto a, el derecho de la Unién co-
noce muchos tipos de acuerdos entre administraciones publi-
cas, como los partenariados publico-publicos, los convenios,
las agrupaciones y otros acuerdos que reglan la colaboracién
entre entes para implementar politicas publicas o, sin embar-
go, alcanzar objetivos comunes. El propio GDPR prevé que
los sujetos involucrados en el tratamiento de datos personales
celebren entre ellos acuerdos (art. 26, GDPR, sobre los respon-
sables conjuntos del tratamiento, y art. 28, parr. 3, GDPR, que
se refiere al acuerdo entre el responsable y el encargado)?.

Los demas instrumentos surgen de la autonomia privada
de los particulares, aunque no se puede excluir que involucren
también los entes publicos.

En particular, las clausulas tipo han sido objeto de cuatro
decisiones distintas del 2010 de la Comisién Europea?, que,
con algunos cambios todavia estan en vigor.

Las clausulas tipo establecen definiciones, detalles sobre la
transferencia de los datos, disponen los derechos y obligaciones
del tercero beneficiario, del exportador e importador de datos,
y especifican la disciplina de la responsabilidad.

Cabe senialar que las clausulas tipo solo reglan la proteccion
de datos, mientras que el exportador de datos y el importador

26 Sobre los acuerdos entre responsables, Colcelli, Joint controller agree-
ment under GDPR, “EU and Comparative Law Issues and Challenges Series”,
n° 3, 2019, p. 1030 y siguientes.

27 Commission Decision of 15 june 2001 on standard contractual claus-
es for the transfer of personal data to third countries, under directive
95/46/EC; Commission Decision of 27 december 2004 amending decision
2001/497/EC as regards the introduction of an alternative set of standard
contractual clauses for the transfer of personal data to third countries;
Commission Decision of 5 february 2010 on standard contractual clauses
for the transfer of personal data to processors established in third countries
under directive 95/46/EC of the European Parliament and of the Council.
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de datos tienen libertad para incluir cualquier otra cldusula
que consideren apropiada, siempre que no contrasten dichas
cldusulas tipo.

Sin embargo, las clausulas tipo previstas en las decisiones
no cumplen con todos los requisitos del GDPR vy, por lo tan-
to, deben ser actualizadas. En particular, como se prevé en el
art. 28, parr. 2, del GDPR, el contrato debe establecer “el obje-
to, la duracién, la naturaleza y la finalidad del tratamiento, el
tipo de datos personales y categorias de interesados, y las obli-
gaciones y derechos del responsable”.

Ademas, las clausulas tipo tienen una estructura rigida:
el art. 10 establece que las partes se comprometen a no variar
o modificar las clausulas, pero de esta manera no se tiene en
cuenta la mayor proteccién juridica prevista en la disciplina vi-
gente o futura.

Sin embargo, el GDPR prevé que en caso de ausencia de
adopciéon de clausulas por la Comisién Europea, las autorida-
des nacionales de control pueden establecer clausulas contrac-
tuales estandar para cumplir estos requisitos. Las autorida-
des nacionales siguen teniendo el poder de supervisar los flujos
de datos, incluida su facultad de suspender o prohibir la trans-
ferencia de datos personales cuando determine que la transfe-
rencia se lleva a cabo infringiendo la legislacién de proteccion
de datos de la UE o nacional?.

Ademas, los particulares o los entes publicos pueden adop-
tar en sus acuerdos las clausulas que cumplen con el art. 28 del
Reglamento.

Otro instrumento para la transferencia internacional, pre-
visto por el GDPR contrariamente a la directiva, son las “nor-
mas corporativas vinculantes”, es decir, las reglas intragrupo
en materia de proteccién de datos personales que son vinculan-
tes para sus empleados (art. 47, parr. 1, GDPR)%.

28 Commission Implementing Decision (EU) 2016/2297 of 16 december
2016 amending decisions 2001/497/EC and 2010/87/EU on standard contrac-
tual clauses for the transfer of personal data to third countries and to pro-
cessors established in such countries, under directive 95/46/EC of the Euro-
pean Parliament and of the Council

29 Van den Bulck, Transfers of personal data to third countries, “Era Fo-
rum”, n° 18, 2017, p. 242.
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Ellas constituyen “a business-specific framework that allows
intra-organizational cross-border transfers of data from organi-
zations within the European Union to their affiliates outside of
the EU”,

Las reglas corporativas no representan solo un mecanismo
de transferencia de datos personales, sino mas bien un conjun-
to de politicas y procedimientos, auditorias y controles, manejo
de quejas y capacitacion.

El Grupo de trabajo llamado “Articulo 29”, instituido por
la Comisién para asesorarla en temas de protecciéon de datos
personales, y que hoy en dia se ha sustituido por el antes men-
cionado European Data Protection Board, a partir del 25 de
mayo de 2018, ha elaborado algunos documentos sobre este
tema (WP 743, WP 10832, WP 204 y WP 195a34).

Dichos documentos aportan transparencia sobre los meca-
nismos de las empresas para proteger los datos personales de
manera de cumplir con el art. 47 del GDPR. Inicialmente, las
normas corporativas vinculantes fueron pensadas como para
las grandes empresas multinacionales, pero, sin embargo, hoy
en dia se adaptan mejor a las empresas medianas. Esto se debe
a que pueden ofrecer una ventaja competitiva en el mercado y
aumentar la confianza de los clientes y los reguladores en las
practicas de privacidad de la empresa. Ademas, el uso de los BRC
presenta varias ventajas tanto para las empresas como para las
regulaciones. Por ejemplo, los BRC promueven la armonizacién

30 O’Donoghu - Lee Lust, Binding corporate rules-Article 29 Working Party
issues revised guidelines, en technologylawdispatch.com, 20 de marzo de 2018.

31 Working Document WP 74: Transfers of personal data to third coun-
tries: Applying article 26 (2) of the EU Data Protection Directive to Binding
Corporate Rules for International Data Transfers, adopted on june 3, 2003,
en http://ec.europa.eu/justice_home/fsj/privacy/workinggroup/wpdocs/2003_
en.htm.

32 Working Document WP 108: Establishing a model checklist applica-
tion for approval of Binding Corporate Rules, adopted on april 14, 2005, en
http://ec.europa.eu/justice_home/fsj/privacy/workinggroup/wpdocs/2005_
en.htm

33 Working Document WP 204: Explanatory Document on the Proces-
sor Binding Corporate Rules, as last revised and adopted on 22 may 2015.

34 Working Document WP 195a: Recommendation 1/2012 on the Stan-
dard Application form for Approval of Binding Corporate Rules for the Trans-
fer of Personal Data for Processing Activities, adopted on 17 september 2012.
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dentro de las empresas, su gestién de datos y sus procesos de go-
bernanza debido a la aplicacién de normas iguales y vinculantes.

Ellas deben especificar su alcance material, por ejemplo,
las transferencias de datos o conjunto de transferencias, inclui-
das las categorias de datos personales, el tipo de tratamiento y
sus finalidades, los tipos de interesados afectados y la identifi-
cacién de los destinatarios en el tercer o terceros paises (WP
257 p. 3; WP 256 p.3), asi como los medios de reclamacién en
el Estado miembro de su residencia habitual, lugar de trabajo o
lugar de la supuesta infraccion.

El GDPR prevé nuevas herramientas, a saber, como la ad-
hesién de un importador de datos a un cédigo de conducta que
debe estar en consonancia con el compromiso vinculante y eje-
cutorio del responsable del tratamiento o del tratamiento en un
tercer pafs de aplicar las salvaguardias adecuadas®. Estos c6-
digos estan realizados por asociaciones y organismos que re-
presentan a los responsables o encargados. Deberan ser apro-
bados por una autoridad nacional de control y el cédigo debera
adecuarse a las actividades de tratamiento, que se limitan a un
Estado miembro, o bien ajustarse al mecanismo de control de
la coherencia, dado que es improbable que los anteriores estén
controlados por varios Estados miembro. El objetivo del c6-
digo de conducta no se limita a la transferencia de datos per-
sonales, sino que implica una aplicacién adecuada del GDPR y
ofrece técnicas para obtener una aplicacién mas fluida de las
normas del GDPR.

§ 7. EL PROBLEMA DE LA RELACION ENTRE EL ORDENAMIENTO JU-
RIDICO EUROPEO Y EL DE LOS PAISES TERCEROS. — La transferencia de
datos personales a un tercer pais es una cuestién que debe con-
siderarse dentro del problema general de las relaciones entre
el derecho de la Unién Europea y otros sistemas juridicos, en
particular en asuntos éticamente relevantes.

No obstante la dificultad de reglar la materia mas alla
de la Unién Europea (y de los paises asociados)’®, el derecho

35 van den Bulck, Transfers of personal data to third countries, “Era Fo-
rum”, n° 18, 2017, p. 244.

36 Sobre los problemas que surgiran del Brexit, vid Murray, Data trans-
fers between the EU and UK post Brexit?, “International Data Privacy Law”,
2017, vol. 7, n° 3, p. 149 y siguientes.



LA PROTECCION DE LOS DATOS PERSONALES 197

europeo intenta aplicar sus normas cuando hay una cone-
xién con el sujeto del tratamiento (responsable o encargado),
o con la persona interesada (es decir, la persona a la cual se
refieren los datos) y eso “independientemente de que el trata-
miento tenga lugar en la Unién o no” (art. 3°, GDPR —“Ambito
territorial”-)%".

Sin embargo, la dificultad practica de aplicar normas de
un ordenamiento juridico a los flujos de datos esta bien demos-
trado por la jurisprudencia del Tribunal de Justicia, que en el
asunto “Google Spain” del 2014 ha afirmado el “derecho al
olvido” en el motor de bisqueda mas utilizado en el mundo,
por lo tanto en una dimensién global®; pero en una sucesiva
decision del 2019, que una vez mas concierne a Google®, el juez
europeo ha tenido que restringir el ambito territorial de aplica-
cién de la normativa, especificando que la proteccién de los de-
rechos de la persona interesada se debe poner en marcha den-
tro de la Unién Europea®*.

37 Por un comentario del art. 3° del GDPR y sus implicaciones interna-
cionales, vid De Hert - Czerniawski, Expanding the European data protection
scope beyond territory: Article 3 of the General Data Protection Regulation in
its wider context, “International Data Privacy Law”, 2016, vol. 6, n° 3, p. 230 y
siguientes.

38 STJ, 13/5/2014, “Google Spain et al”, v AEPD, Costeja Gonzales
[C-131/12, ECLI:EU:C:2014:317].

3% Kuner - Jerker - Svantesson - Cate - Lynskey - Millard - Ni - Loideain,
The GDPR as a chance to break down borders, “International Data Privacy
Law”, 2017, vol. 7, n° 4, p. 231-232; Perotti, The European Ruling on the Right to
be Forgotten and Its Extra-EU Implementation, 2015, p. 29, en www.academia.
edu/19648451/The_European_Ruling_on_the_Right_to_be_Forgotten_and_
its_extra-EU_implementation.

40 STJ, 24/9/2019, “Google (Portée territoriale du déréférencement)” [C-
507/17, ECLLI:EU:C:2019:772].

4 Ver apdos. 62 y ss. de la sentencia. En particular, el Tribunal afir-
ma en su decisién que “el gestor de un motor de basqueda estime una solici-
tud de retirada de enlaces en virtud de estas disposiciones, estara obligado
a proceder a dicha retirada no en todas las versiones de su motor, sino en
las versiones de este que correspondan al conjunto de los Estados miembro,
combinandola, en caso necesario, con medidas que, con pleno respeto de las
exigencias legales, impidan de manera efectiva o, al menos, dificulten seria-
mente a los internautas que efectiien una busqueda a partir del nombre del
interesado desde uno de los Estados miembro el acceso, a través de la lista de
resultados que se obtenga tras esa busqueda, a los enlaces objeto de la solici-
tud de retirada”.
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En cuanto a la relacién entre el ordenamiento juridico eu-
ropeo y otros sistemas, la regla utilizada por las fuentes juri-
dicas y la jurisprudencia es la de la prevalencia del derecho de
la Unién Europea, incluso en el caso de actividades llevadas a
cabo en paises terceros*.

En este contexto, la disciplina de proteccién de datos per-
sonales constituye un caso muy interesante, debido a la impor-
tancia del fenémeno de la circulacién transfronteriza de da-
tos y al hecho de que el Tribunal de Justicia tuvo que decidir
en numerosas ocasiones si la legislaciéon de un tercer pais era
compatible con el derecho comunitario.

La jurisprudencia del Tribunal de Justicia en el caso
“Schrems” del 2015* puso de manifiesto la necesidad de regu-
lar las cuestiones derivadas de la transferencia de datos perso-
nales fuera de la Unién Europea.

Segun el Tribunal de la Unién Europea: “Aunque los me-
dios de los que se sirva ese tercer pais para garantizar ese ni-
vel de proteccién pueden ser diferentes de los aplicados en la
Unién para garantizar el cumplimiento de las exigencias de-
rivadas de esa directiva entendida a la luz de la Carta [de los
Derechos Fundamentales de la Unién Europea], deben ser efi-
caces en la practica para garantizar una proteccién sustancial-
mente equivalente a la garantizada en la Unién” (apdo. 74).

Desde este punto de vista, la sentencia “Schrems” conside-
ré ilegal la decisién 2000/520/CE de la Comisién, de 26 de julio
de 2000 (conocida como “Safe Harbour”), que, con arreglo a la
directiva 95/46/CE*, habia considerado que la legislacién esta-
dounidense garantizaba un nivel de protecciéon adecuado a las
normas europeas®.

42 Ver también el art. 19, apdo. 1.4, Reglamento UE 1291/2013, que se
refiere a los programas de investigacién financiados por la Comisién Euro-
pea, por ejemplo, en el marco del Programa Marco “Horizon 2020”.

43 8T7J, 6/10/2015, “Schrems” [C-362/14, ECLI:EU:C:2015:650].

44 Segun el consid. 57 de la directiva 95/46, “cuando un pais tercero no
ofrezca un nivel de proteccion adecuado debe prohibirse la transferencia al
mismo de datos personales”.

4 En virtud del art. 25, apdo. 2, de la directiva 95/46, “el caracter ade-
cuado del nivel de proteccién que ofrece un pais tercero se evaluara aten-
diendo a todas las circunstancias que concurran en una transferencia o en
una categoria de transferencias de datos; en particular, se tomara en consi-
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En efecto, la decisién 2000/520 considera que la primacia
de los requisitos de seguridad nacional (establecida en el lla-
mado “Patriot Act”), interés publico y cumplimiento de la ley
de los Estados Unidos sin control judicial es contraria a los
principios del derecho de la Unién Europea, en particular a
los derechos fundamentales como la protecciéon de los datos
personales (art. 8°, Carta de la UE) y el “derecho a la tutela ju-
dicial efectiva y a un juez imparcial” (art. 47, Carta de la UE)
(ver apdos. 86y 95).

Incluso el sucesivo acuerdo entre Comisién Europea y Es-
tados Unidos, el asi llamado “Privacy Shield™®, ha sido recién
declarado ilegitima por el Tribunal de Justicia en la sentencia
“Schrems I1” del 16 de julio de 2020%, en cuanto no garantice
de manera adecuada la proteccién de datos personales de los
ciudadanos europeos.

§ 8. TRANSFERENCIA DE DATOS PERSONALES Y PROCESO DE INTE-
GRACION EN AMERIcA Latina. — El tema de la transferencia inter-
nacional de los datos personales fuera de la UE, permite hablar
de las relaciones con una regién del mundo cultural y juridica-
mente muy cercana a Europa como América Latina.

Desde el punto de vista de la UE, cabe recordar que a la
fecha, ademas de las antes mencionadas decisiones concernien-
tes a Argentina y Uruguay no se han aprobado medidas para
otros paises latinoamericanos o para bloques regionales como
el Mercosur.

Sin embargo, puede ser importante comprender los ar-
gumentos que la Comisién ha tenido en consideracién para
adoptar las decisiones para los dos paises sudamericanos, si

deracion la naturaleza de los datos, la finalidad y la duracién del tratamiento
o de los tratamientos previstos, el pais de origen y el pais de destino final, las
normas de derecho, generales o sectoriales, vigentes en el pais tercero de que
se trate, asi como las normas profesionales y las medidas de seguridad en
vigor en dichos paises”.

46 Decision de Ejecucién (UE) 2016/1250 de la Comisién, de 12 de julio
de 2016, con arreglo a la directiva 95/46/CE del Parlamento Europeo y del
Consejo, sobre la adecuacion de la proteccion conferida por el Escudo de la
Privacidad UE-EE.UU.

47 STJ, 16/7/2020, “Facebook Ireland et Schrems” [C-311/18, ECLI:EU-
:C:2020:559].
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no como presupuesto para adoptar otras decisiones de adecua-
cién, por lo menos como base para los acuerdos y otras medi-
das de transferencia de datos personales entre Europa y Amé-
rica Latina.

En el Preambulo de las decisiones concernientes a Argen-
tina y Uruguay se identifica el contexto normativo de la pro-
teccién de datos personales en el pais, en todos los niveles,
constitucionales, legislativos y reglamentarios. A nivel consti-
tucional no es necesaria la presencia de una norma especifica
que protege los datos personales (como sucede en Argentina,
punto 7 del Predmbulo de la decisién), sino que es suficiente el
reconocimiento de los derechos fundamentales de la persona
(punto 5 del Preambulo de la decisién para Uruguay, en que se
hace referencia al art. 72 de la Constitucién uruguaya).

Lo importante es que el pais haya adoptado una legisla-
cién especifica en tema de datos personales que prevé un ni-
vel adecuado de proteccién, por lo menos desde del punto de
vista de la legislacién europea. Ademds, es relevante la pre-
sencia de medios de recurso administrativos y judiciales para
defender de manera concreta a las personas interesadas.

Como se ha mencionado anteriormente, la Comisién Euro-
pea debe tener en cuenta el contexto transnacional de la legis-
lacién de un pais. Entonces, en lo que se refiere a los dos pai-
ses sudamericanos, en la mas reciente decisién para Uruguay
se destaca (ver el punto 13 del predmbulo) que este pais forma
parte de la Convencién Americana sobre Derechos Humanos
(Pacto de San José de Costa Rica), de 22 de noviembre de 1969,
y estd sujeto a la jurisprudencia de la Corte Interamericana de
Derechos Humanos.

Hay que subrayar que el sistema americano de proteccién
de derechos humanos contiene normas que se refieren a la pro-
teccién de los datos personales.

Como recuerda la decisiéon sobre Uruguay, en particular, el
art. 11 reconoce el derecho a la vida privada, y el art. 30 esta-
blece que se pueden restringir los derechos fundamentales re-
conocidos por la Convencién citada, solo de manera conforme
a leyes que se dictan por razones de interés general y con el
propdsito para el cual han sido establecidas.

Otras fuentes del bloque elaboran el derecho a la protec-
cién de los datos personales. Se trata de documentos normal-
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mente de naturaleza politica, y por lo tanto no vinculantes, que
expresan la gran atencién al tema de la privacidad y que cons-
tituyen un contexto favorable a la implementaciéon normativa y
judicial del derecho regional*® a nivel nacional®.

Entre las fuentes que se refieren a la proteccion de los da-
tos personales, hay que citar la Declaracién de Nuevo Le6n
(Cumbre Extraordinaria de las Américas en Monterrey, Méxi-
co, 12 al 13 de enero de 2004) en la cual se opina que el acceso
a la informacién en poder del Estado, con el debido respeto a
las normas constitucionales y legales, incluidas las de privaci-
dad y confidencialidad, es condicién indispensable para la par-
ticipacion ciudadana y que promueve el respeto efectivo de los
derechos humanos.

Se puede hacer referencia también a la “Declaracién de
Principios de Privacidad y Proteccién de Datos Personales en
las Américas” propuesta por el Comité Juridico Interamericano
en el 2012, que tiene como objetivo “establecer un marco para
salvaguardar los derechos de la persona a la proteccién de los
datos personales y a la autodeterminacién en lo que respecta a
la informacién. Los principios se basan en normas reconoci-
das a nivel internacional. Su intencién es proteger a las per-
sonas de la recopilacién, el uso, la retencién y la divulgacién
ilicitos o innecesarios de datos personales”. Estos principios
son compatibles con los de la legislacién europea®.

48 Cippitani, Interpretacion del derecho de la Integracién; Construccion
del derecho privado en la Union Europea. Sujetos y relaciones juridicas.

49 Ver el estudio comparativo sobre los distintos regimenes juridicos,
politicas y mecanismos de aplicacién existentes para la protecciéon de datos
personales, inclusive las leyes, reglamentos y autorregulacién nacionales (CP/
CAJP-3063/12), presentado por el Departamento de Derecho Internacional de
la Organizacién de los Estados Americanos.

30 Los 12 principios son los que se mencionan a a continuacién: Prin-
cipio 1 [Propésitos legitimos y justos]: Los datos personales deben ser reco-
pilados solamente para fines legitimos y por medios justos y legales; Prin-
cipio 2 [Claridad y consentimiento]: Se deben especificar los fines para los
cuales se recopilan los datos personales en el momento en que se recopilen.
Como regla general, los datos personales solamente deben ser recopilados
con el consentimiento de la persona a que se refieran; Principio 3 [Pertinen-
cia y necesidad]: Los datos deben ser veridicos, pertinentes y necesarios para
los fines expresos de su recopilacién; Principio 4 [Uso limitado y retencién]:
Los datos personales deben ser mantenidos y utilizados solamente de mane-
ra legitima no incompatible con el fin o fines para los cuales se recopilaron.
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La propia jurisprudencia de la Corte Interamericana tie-
ne en consideracién del tema de la proteccién de los datos
personales.

En la sentencia “Contreras y otros vs. El Salvador”, del 31
de agosto de 2011, se considera que los obstéculos del Estado al
acceso a los datos personales “constituyen una violacién agra-
vada de la prohibicién de injerencias en la vida privada y fa-
miliar de una persona, asi como de su derecho a preservar su
nombre y sus relaciones familiares, como medio de identifica-
cién personal” (apdo. 116, analisis de fondo).

No deberan mantenerse mas del tiempo necesario para su propdsito o pro-
positos y de conformidad con la legislaciéon nacional correspondiente;
Principio 5 [Deber de confidencialidad]: Los datos personales no deben di-
vulgarse, ponerse a disposiciéon de terceros ni emplearse para otros propoé-
sitos que no sean aquellos para los cuales se obtuvieron, excepto con el co-
nocimiento o consentimiento de la persona en cuestién o bajo autoridad de
la ley; Principio 6 [Proteccién y seguridad]: Los datos personales deben ser
protegidos mediante salvaguardias razonables y adecuadas contra accesos
no autorizados, pérdida, destruccion, uso, modificacién o divulgacién; Prin-
cipio 7 [Fidelidad de los datos]: Los datos personales deben mantenerse fieles
y actualizados hasta donde sea necesario para los propésitos de su uso; Prin-
cipio 8 [Acceso y correccién]: Se debe disponer de métodos razonables para
permitir que aquellas personas cuyos datos personales han sido recopilados
puedan solicitar el acceso a dichos datos y puedan solicitar al controlador
de datos que los modifique, corrija o elimine. En caso de que fuera necesa-
rio restringir dicho acceso o correccion, deberian especificarse las razones
concretas de cualquiera de estas restricciones de acuerdo con la legislacién
nacional; Principio 9 [Datos personales sensibles]: Algunos tipos de datos
personales, teniendo en cuenta su sensibilidad en contextos particulares, son
especialmente susceptibles de causar dafios considerables a las personas si se
hace mal uso de ellos. Los controladores de datos deberian adoptar medi-
das de privacidad y de seguridad que sean acordes con la sensibilidad de los
datos y su capacidad de hacer dafo a los individuos sujetos de la informa-
cién; Principio 10 [Responsabilidad]: Los controladores de datos adoptardn e
implementardn las medidas correspondientes para el cumplimiento de estos
principios; Principio 11 [Flujo transfronterizo de datos y responsabilidad]:
Los Estados miembro cooperaran entre si en la creacién de mecanismos y
procedimientos que aseguren que los controladores de datos que operen en
mas de una jurisdiccién puedan ser efectivamente hechos responsables por
el cumplimiento de estos principios; Principio 12 [Publicidad de las excep-
ciones]: Cuando las autoridades nacionales establezcan excepciones a estos
principios por motivos relacionados con la soberania nacional, la seguridad
interna o externa, el combate a la criminalidad, el cumplimiento de normati-
vas u otras prerrogativas de orden publico, deberian poner en conocimiento
del publico dichas excepciones.
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Por lo tanto, se podria identificar en las fuentes latinoame-
ricanas un derecho al hdbeas data reconocido a nivel transna-
cional, constitucional y legislativo®'.

Cabe destacar que este contexto normativo forma par-
te de los ordenamientos de los paises latinoamericanos inte-
grantes del sistema de proteccién regional de los derechos hu-
manos.

Por ejemplo, del derecho mexicano, sobre la base del art.
1° de la Constitucién politica de los Estados Unidos Mexicanos,
que, a consecuencia de la reforma del 2011, prevé que “todas
las personas gozaran de los derechos humanos reconocidos en
esta Constitucion y en los tratados internacionales de los que el
Estado Mexicano sea parte, asi como de las garantias para su
protecciéon” y que “las normas relativas a los derechos huma-
nos se interpretaran de conformidad con esta Constitucién y
con los tratados internacionales de la materia favoreciendo en
todo tiempo a las personas la proteccién méas amplia”.

En América Latina muchas constituciones establecen la
obligacién del Estado de respetar los derechos humanos reco-
nocidos por los tratados internacionales (entre otros, Brasil,
Chile, Colombia, Ecuador, Guatemala, Nicaragua).

Ademas, muchos paises de Latinoamérica tienen una legis-
lacién especifica en materia de proteccién de datos personales,
que algunas veces se inspiran a la disciplina de la UE.

5 En América Latina, el “habeas data no exige que las entidades publi-
cas o privadas protejan por su iniciativa los datos personales que procesan,
sino que solo requiere que la persona agraviada, tras presentar una denuncia
ante la justicia, obtenga acceso y la capacidad de rectificar todo dato perso-
nal que pueda atentar contra su derecho a la privacidad. Una garantia de
esta indole opera cuando ya la lesion ha sido ocasionada; cuando la persona
no ha recibido un préstamo bancario, ha perdido alguna oportunidad de em-
pleo o de interaccién social. Asimismo, este mecanismo puede no otorgar
un recurso legal a una persona agraviada si sus datos personales han sido
transferidos fuera del pais” (Ramirez Irias, Andlisis comparativo de legisla-
ciones sobre proteccion de datos personales y hdbeas data, consultoria: Elabo-
raciéon del Anteproyecto de Ley del Habeas Data en Honduras, 21 de enero
de 2014, Tegucigalpa, M. D. C). Véase la panoramica de la legislacién de los
paises latinoamericanos, en Lopez Carballo (coord.), Proteccion de datos y hd-
beas data: una visién desde Iberoamérica.

52 Rueda Aguilar, El fortalecimiento del sistema regional de Proteccion de
los Derechos Humanos en Latino América, en www.scjn.gob.mx/transparen-
cia/Documents/Becarios/Becarios_045.pdf, p. 11 y 12.
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Siguiendo el ejemplo de México, la Constituciéon de ese
pais reconoce el hdbeas data y los derechos asociados como
derechos fundamentales (arts. 6° y 16)>® y una Ley Federal de
Proteccién de Datos Personales en Posesién de Particulares
de 2010 (LFPDPPP) y en su Reglamento de 2011%%. La reforma
constitucional del 2014 ha establecido un Instituto Nacional de
Transparencia, Acceso a la Informacién y Proteccién de Datos
Personales (INAI)> (art. 6°, parr. A, fraccién VIII).

Otros paises de América Latina han adoptado las medidas
legislativas y organizativas para proteger los datos personales,
como, por ejemplo: Colombia (art. 15 de la Constitucién Poli-
tica de Colombia y la ley 1581 de 2012; la Superintendencia de
Industria y Comercio —SIC- esta facultada para ejercer la vi-
gilancia); Brasil (ley 13.709 del 2018 o LGPD; se ha establecido
una Autoridade Nacional de Protecio de Dados o “ANPD”, por
la Medida Provisoria 869/18 ); Chile (ley 19.628).

En conclusion, el marco legislativo de muchos paises la-
tinoamericanos, asi como el contexto regional en el cual se
enmarcan, reconocen el derecho a la protecciéon de los datos
personales y proporcionan herramientas juridicas para prote-
gerlos. Eso de manera andloga, por lo menos desde el punto
de vista formal, con el derecho europeo.

Como se ha mencionado, la presencia de dicha legisla-
cién es una condicién necesaria, pero no suficiente para una
decisién de adecuacién de la Comisién Europea, en cuanto
se deben tener en consideracion incluso cuestiones de efec-
tividad y de eficacia del sistema de proteccién de los datos
personales.

Sin embargo, el marco normativo y su contexto pueden
representar una base para transferir y compartir datos per-

33 Por un comentario sobre la legislacién mexicana en materia de pro-
teccién de los datos personales, vid Geraldes Da Cunha Lopes - Lépez Ra-
mirez, La proteccion de datos personales en México.

5% Solange Maqueo, Ley general de proteccion de datos personales en
posesion de sujetos obligados. Comentada, p. 9 y ss.; Gonzélez Padilla, Pro-
teccion de datos personales en posesion de los particulares, en www.juridicas.
unam.mx.

55 Anteriormente a la entrada en vigor, en el 2015, de la Ley General de
Transparencia y Acceso a la Informacion, la denominacién era “Instituto Fe-
deral de Acceso a la Informacién y Proteccién de Datos” (IFAI).
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sonales entre particulares y entre administraciones publicas,
bajo el respeto de los principios y de las reglas de los dos sis-
temas juridicos y de los controles de las autoridades de su-
pervision.

§ 9. CONSTRUCCION DE UN ESPACIO DE PROTECCION DE DATOS
PERSONALES ENTRE EUROPA Y AMERIcA LATINA. — El tema de la pro-
teccién de datos personales es de naturaleza global. Pero,
como otros fenémenos transnacionales, la circulaciéon vy el tra-
tamiento de datos personales se siguen reglando con las herra-
mientas de los siglos pasados.

Como ha comentado Luciano Floridi: “For centuries,
roughly since the Peace of Westphalia (1648), political geogra-
phy has provided jurisprudence with an easy answer to the
question of how far a ruling should apply, and that is as far
as the national borders within which the legal authority op-
erates. A bit like ‘my place my rules, your place your rules’.
However, the internet is a logical not a physical space (more
on this distinction presently), and the territoriality problem
is due to an ontological misalignment between these two
spaces”.

En el ambito internacional se pueden mencionar los do-
cumentos adoptados por la Organizaciéon para la Cooperacién
y el Desarrollo Econémico (OCDE), pero son instrumentos no
vinculantes®’.

Es necesario empezar a construir una verdadera disciplina
transnacional en materia de proteccién de datos personales.

Eso se puede poner en marcha entre dos continentes que
“genéticamente” estan conectados como América y Europa.

Esta profunda interconexion esta afirmada en muchos do-
cumentos institucionales como, entre los dltimos, en la decla-
raciéon politica “Una asociacién para la préxima generacion”,

56 Floridi, The Right to BE Forgotten: a Philosophical View, “Jahrbuch
fiir Recht und Ethik. Annual Review of Law and Ethics”, 2015 p. 163 a 179.

57 Véase el parr. 16 del Privacy Framework que establece que el respon-
sable del tratamiento de datos sigue siéndolo también de los datos persona-
les, sin tener en cuenta la ubicacién de los datos. Véase también las Guideli-
nes on the Protection of Privacy and Transborder Flows of Personal Data de
1980, actualizadas en 2013.
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del “Summit 2015” de Bruselas, entre los paises del CELAC y la
Unién Europea, en la que se destaca que se ha decidido “ahon-
dar en [la] duradera asociacién estratégica birregional, basada
en vinculos histéricos, culturales y humanos, el derecho inter-
nacional, el pleno respeto de los derechos humanos, valores co-
munes e intereses mutuos”.

Estos vinculos se expresan a través de intensos flujos in-
formativos y comunicativos que deben ser apoyados por inicia-
tivas concretas como programas de financiacién y herramien-
tas tecnolégicas®.

También es necesaria una infraestructura juridica, para
fortalecer los intercambios de informaciones entre los dos blo-
ques, como lo afirmado por el Tratado de Asociacién entre el
Mercosur y Unién Europea, que en el apdo. 3 del art. 18 (que
forma parte del Titulo IV dedicado al “Fortalecimiento de la
integraciéon”) afirma: “La cooperaciéon debera adoptar todas las
formas que se consideren convenientes y, particularmente, [...]
sistemas de intercambio de informacién en todas las formas
adecuadas, inclusive a través del establecimiento de redes in-
formaticas”.

Establecer una infraestructura juridica de los flujos de in-
formaciones entre ambos bloques lleva consigo relevantes cues-
tiones juridicas, como afirma el apdo. 4 del art. 18 del Tratado
antes mencionado, que establece que las dos partes “acuerdan
respetar la proteccién de los datos personales en todos aque-
llos ambitos en los que se prevea intercambios de informacién
a través de redes informaticas”.

Por tanto, es importante reflexionar sobre reglas comparti-
das en la proteccién de datos personales y en general en la dis-
ciplina de los flujos de datos entre los dos Continentes, tenien-
do en cuenta los enlaces culturales, juridicos y especialmente
la comun sensibilidad en una materia tan importante en nues-
tra época.

8 Es el caso del consorcio Bella (Building Europe Link to Latin Ameri-
ca), cuyo principal inversor es la Comisién Europea, que ha firmado un acuer-
do con Ellalink, un consorcio privado, para lanzar el despliegue de un cable
submarino de fibra 6ptica que conecta Europa y América Latina, en https:/
ec.europa.eu/digital-single-market/en/news/bella-new-digital-data-highway-be-
tween-europe-and-latin-america.
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